


Publication of the National CyberSecurity Plan 2022 (NCSP 2022)

•Launched on December 8, 2016

•Various roundtable discussions / consultations with vital sectors were done

•Published on May 2, 2017 

•Available for download at www.dict.gov.ph



National Cybersecurity Plan 2022

The NCSP 2022 refers to a comprehensive plan of action

designed to improve the security and enhance cyber resilience of

Philippine infrastructures and services. It is a top-down approach

to cybersecurity that contains broad policy statements and

establishes a set of national objectives and priorities that should

be achieved within a specific timeframe.



4 Key Imperatives of the NCSP 2022

• Protection of Critical Infostructures (CII)

• Protection of Government Networks

• Protection of Businesses and Supply Chains

• Protection of Individuals





Cybersecurity Policies 
and Standards

• Memorandum Circular 005-2017. Prescribing 
the Policies, Rules and Regulations on the 
Protection of Critical Infostructure (CII) 
Stipulated in the National CyberSecurity Plan 
(NCSP) 2022

• Memorandum Circular 006-2017. Prescribing 
the Policies, Rules and Regulations on the 
Protection of Government Agencies Stipulated 
in the National CyberSecurity Plan (NCSP) 2022

• Memorandum Circular 007-2017. Prescribing 
the Policies, Rules and Regulations on the 
Protection of Individuals Stipulated in the 
National CyberSecurity Plan (NCSP) 2022

• Memorandum Circular 005-2017. Prescribing the Policies, Rules and Regulations 

on the Protection of Critical Infostructure (CII) Stipulated in the National 

CyberSecurity Plan (NCSP) 2022

• Memorandum Circular 006-2017. Prescribing the Policies, Rules and Regulations 

on the Protection of Government Agencies Stipulated in the National 

CyberSecurity Plan (NCSP) 2022

• Memorandum Circular 007-2017. Prescribing the Policies, Rules and Regulations 

on the Protection of Individuals Stipulated in the National CyberSecurity Plan 

(NCSP) 2022

Cybersecurity Policies



Cybersecurity Policies 

• Department Circular 003-2020. Supplementing the DICT Memorandum 

Circular nos. 005, 006 and 007, series of 2017 and policies, rules and 

regulations on the implementation of the National CyberSecurity Plan 

2022

• Department Circular No 006-2020. Guidelines on the Application and 

Issuance of PNPKI Digital Certificates for External Clients during the 

State of Public Health Emergency



DICT Department Circular 003-2020

• Sectoral CERT

• Government & Emergency Services – DICT[MISS]-CERT-PH

• Business Process Outsourcing – DTI-CERT-PH

• Healthcare – DOH-CERT-PH

• Media – PCOO-CERT-PH

• Banking – BSP-CERT-PH

• Financial – DOF-CERT-PH

• Power – DOE-CERT-PH

• Water – NWRB-CERT-PH

• Telecommunications – NTC-CERT-PH

• Transport and Logistics – DOTr-CERT-PH

• Escalation Protocol

• Connection to the National Security Operations Center

• Cybersecurity Training













Cyber resiliency is a 
moving target. Staying 

still is not an option.



Email: oupla@dict.gov.ph

Website: https://dict.gov.ph
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